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Audience 

Accessible to staff?  Yes 

Accessible to associates? Yes 

Accessible to customers? Yes 

Purpose 

Because we want to demonstrate our commitment to your privacy, this privacy policy notifies you 
of:  

▪ What information do we collect about you?  

▪ Where and how do we collect your personal information?  

▪ Why will we process your personal information?  

▪ Our legal bases for processing your information  

▪ How we use your personal information  

▪ Legitimate interests  

▪ Will we share your information with others?  

▪ Disclosures of your personal information  

▪ How do we protect the security of personal data?  

▪ How long do we keep your data for?  

▪ Your privacy rights  

▪ How will we let you know of changes to our privacy policy?  

▪ How to contact us  

Please read this policy carefully to understand how we will collect, use and store your data. 

Questions regarding this statement should be directed to info@mh-a.co.uk.  Please reference 
this privacy policy in your subject line. 

To make a Subject Access Request, please email info@mh-a.co.uk with ‘subject access request’ 
in the subject line. 
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Scope  

We are committed to protecting your privacy and will only use the information that we collect 
about you lawfully in accordance with data protection legislation.  This policy is intended to give 
you an understanding of how and why we use the information you provide to us both online (our 
website is located at www.mh-a.co.uk (the “website”)) and otherwise.  

What information do we collect about you?  

We collect personal data about you for a number of reasons, including communicating with you, 
responding to requests for information, to provide you with access to our resources and events.  
Where we refer to personal information in this notice, it might include any/all of: 

▪ Identity information including your name, gender, date of birth, username, and social media 
ID’s or similar identifier 

▪ Contact information including your billing address, delivery address, email address and 
telephone numbers 

▪ Your business information, including your business name, unique company number, job role, 
number of employees, turnover, business region, business sector, business size, and 
incorporation date 

▪ Technical information including your internet protocol (IP) address, your login data, browser 
type and version, time zone setting and location, browser plug-in types and versions, 
operating system and platform and other technology on the devices you use to access this 
website.  We use this information for the operation of the service, to maintain and improve the 
quality of the service, and to provide general statistics regarding use of the website 

▪ Profile information including your username and password, your interests, preferences, 
feedback and survey responses 

▪ Usage information including information about how you use our website, products and 
services 

▪ Marketing and communications information including your preferences for receiving marketing 
from us and our third parties and your communication preferences 

We also collect, use and share aggregated information.  This includes statistical or demographic 
data.  Aggregated information may be derived from your personal information but is not usually 
considered personal information as this data does not directly or indirectly reveal your identity. 
For example, we may aggregate usage information to calculate the percentage of users 
accessing a specific website feature.  However, if we combine or connect aggregated information 
with your personal information so that it can directly or indirectly identify you, we treat the 
combined data as personal information which will be used in accordance with this privacy notice. 

On occasion we also collect sensitive personal data about individuals, for example, health 
information.  We will normally only record this data where we have your explicit consent, unless 
we are permitted to do so in other circumstances under data protection law. 

Where are how do we collect your personal information?  

We collect personal information in the following ways  

▪ Directly from you – this includes where you sign up to receive newsletters or communicate 
with us. 

▪ From third parties – this includes partners, colleagues and clients from other organisations. 

▪ Social media – we may receive information through your use of social media (for example, 
LinkedIn, Facebook, Twitter), depending on your settings or the privacy policy of these social 



media sites. Please refer to the privacy policies that these sites use for details of how to 
change your settings. 

▪ We may obtain personal data from publicly available information and combine this with 
personal information to understand more about the interests and motivations of partners and 
clients.  We may do this to enable us to tailor and target our communication and engagement. 
We will only use publicly available information from reputable sources (for example, from 
newspapers, postings on LinkedIn, information held on Companies House or information 
otherwise in the public domain). 

▪ Cookies (and automated technologies or interactions) – we may automatically collect 
technical information about your equipment, browsing actions and patterns.  We collect this 
personal information by using cookies, server logs and other similar technologies.  Where we 
use cookies, a notice will be made available.  

▪ Third party websites – when you use our website or otherwise engage with us, you may 
receive links to third-party websites, plug-ins and applications.  Clicking on those links or 
enabling those connections may allow third parties to collect or share data about you. We do 
not control these third-party websites and are not responsible for their privacy statements.  
When you leave our website, we would please encourage you to read the privacy notice of 
every website you visit as that will govern how that website will process your personal 
information. 

Why will we process your personal information?  

We will process your data for the following reasons:  

▪ To deliver services, literature and /or other materials and information you have requested from 
us 

▪ To provide you with access to our resources 

▪ To send you updates about our work 

▪ For our own internal administrative purposes and keep a record of your relationship with us 

▪ To manage your communication preferences 

▪ To conduct surveys, research and gather feedback 

▪ To produce reports and studies based upon our activities (only anonymised data to be 
included in the publication unless explicit permission has been given)  

▪ To comply with applicable laws and regulations, and requests from statutory agencies 

Our legal bases for processing your information  

UK data protection law (the General Data Protection Regulation) requires us to have a “legal 
basis” for processing (using) your personal data. The legal basis we rely on are: 

▪ Where we have your specific consent to use your personal information for a specific purpose. 
Please see “How will we use the information about you”. 

▪ Where we process your personal information for our legitimate interests. Please see 
“Legitimate Interests”. 

▪ Where the processing of personal information is necessary to perform a contract with you. 

▪ Where the processing of personal information is necessary to comply with a legal or 
regulatory obligation that applies to us (for example, in some instances, we may be required 
to share your information with the Information Commissioners Office or other regulators) or to 
use your information for due diligence or ethical screening purposes. 



How we use your personal information  

We will not sell your personal information.  We only wish to contact you in a way that is 
consistent with our relationship (how you would expect to be contacted and with materials you 
would expect to receive from us). 

Our communications may include information about our objective and activities and the projects 
we’re involved with.  We will use your personal information to tailor and target our 
communications to you. 

We will use your personal information: 

▪ To send you marketing communications by email, SMS or to contact you by phone for 
marketing purposes where we have your consent. 

▪ To send you marketing communications by post based on legitimate interest or otherwise 
where we process your personal information based on our legitimate interests. For more 
information on this, please see “Legitimate interests”. 

▪ To manage our work effectively and provide you with the best experience by analysing and 
segmenting our supporter base, to enable us to tailor and target our approach and provide the 
best service and experience according to your interests as well as in relation to the level of 
support you may be able to provide. 

▪ For research and analysis purposes – this may include inviting you to participate in surveys or 
research or analysing usage data from our website to improve our content or user experience. 

▪ For the provision of services or “administration” – this may include: 

o Dealing with gifts in kind or corporate sponsorship, including communications to 
confirm and say thank you, or for other administrative reasons relating to your gift. 

o Dealing with any transaction you enter into with us and for us to fulfil any contract 
with you (for example, where you sign up to an event). 

o Preparing reports about our work, services and events. 

o When you contact us to ask questions. 

o If you provide any content to us. 

o Monitoring website use (to enable us to improve user experience). 

o Responding to your enquiries, contacts or requests about your personal information. 

o Notifying you about changes to the website or our services. 

o For internal record keeping (we will keep a record of our relationship). 

o Carrying out fraud prevention (and money laundering checks), undertaking credit risk 
activities and in relation to legal claims we take or defend. 

o To safeguard those who work for or with us (or we otherwise engage with). 

Legitimate interests  

When we use legitimate interest as the legal basis for processing, we will consider and balance 
any potential impact on you and your rights before we process your personal information for our 
legitimate interests and will only proceed where we believe our interests are not overridden by 
the impact on you.  Our legitimate interests include the interests of our organisation in conducting 
and managing our operations to enable us to give you the best service and the best and most 
secure experience. Specific examples of this include: 

▪ Sending you information and marketing materials to your postal address. 



▪ Analysis and profiling of our partners and clients. 

▪ Using third party sources to keep your postal address up to date. 

▪ Use of personal information to monitor use of our website (and apps) for technical purposes. 

Will we share your information with others?  

We do not share, sell or rent your information to third parties for their marketing purposes, unless 
we have your explicit consent to do so.  We will not otherwise disclose your personal information 
unless required to do so by a regulatory agency or law. 

We may allow our staff, consultants and/or external providers (data processors) acting on our 
behalf to access and use your information for the purposes for which you have provided to us 
(e.g. to analyse data and to process payments).  (See “Disclosures of your personal 
information”.) We only provide them with the information they need to deliver the relevant 
service, and ensure that we take steps to ensure that they process personal data in a secure 
manner. 

Disclosures of personal information  

We may share your personal information with the following third parties set out below: 

▪ We may share data with analytics and search engine providers who assist in the optimisation 
of our site and our service. 

▪ Professional advisers including lawyers, bankers, auditors and insurers who provide 
consultancy, banking, legal, insurance and accounting services. 

▪ Where we are under a legal duty to disclose of share your personal information in order to 
comply with legal obligations, including to HM Revenue & Customs, regulators and other 
authorities (who require reporting of processing activities in certain circumstances). 

Partners 

We work with various partners, including business partners, suppliers and subcontractors who 
will process data on our behalf.  These suppliers include those who provide us with IT, system 
administration and other services and the providers of other services (including market research). 

We may share your personal information to enforce or protect our legal rights, or the safety of 
those who work for us, or with us, our beneficiaries, donors or others. This includes exchanging 
information with other companies and organisations for the purposes of fraud protection and 
credit risk reduction. 

If we merge (or if we were to sell any part of our operations), personal data will be one of the 
transferred assets. 

We require all third parties to respect the security of your personal information and to treat it in 
accordance with the law.  We do not allow our third-party service providers to use your personal 
information for their own purposes and only permit them to process your personal information for 
specified purposes and in accordance with our instructions.  Some of our partners run their 
operations outside of the EEA (European Economic Area) and this may include countries who 
have different data protection laws.  We will always take steps to make sure appropriate 
protections are in place (in accordance with UK data protection law) and that information is 
safeguarded. 

  



How do we protect the security of personal data?  

We have put in place appropriate security measures to prevent your personal information from 
being accidentally lost, used or accessed in an unauthorised way, altered or disclosed. 

While we will use all reasonable efforts to safeguard your personal data, the use of the internet is 
not entirely secure and for this reason we cannot guarantee the security or integrity of any 
personal data that are transferred via the internet.  If you have any particular concerns about 
your information, please contact us. 

We have put in place procedures to deal with any suspected data security breach and will notify 
you and any applicable regulator of a suspected breach where we are legally required to do so. 

How long do we keep your data for?  

We will only retain your personal information for as long as necessary to fulfil the purposes we 
collected it for, including for the purposes of satisfying any legal, accounting, or reporting 
requirements.  To determine the appropriate retention period for personal data, we consider the 
amount, nature, and sensitivity of the personal data, the potential risk of harm from unauthorised 
use or disclosure of your personal data, the purposes for which we process your personal data 
and whether we can achieve those purposes through other means, and the applicable legal 
requirements. 

In some circumstances we may anonymise your personal information so that it can no longer be 
associated with you, in which case we may use such information without further notice to you. 
Once you no longer have a relationship with us, we will retain and securely destroy your personal 
information in accordance with applicable laws and regulations. 

If you request to receive no further contact from us, we will keep some basic information about 
you on our suppression list in order to avoid sending you unwanted materials in the future. 

Your privacy rights  

You have a number of rights under data protection legislation.  

Right of access 

You have the right know what information we hold about you and to ask, in writing, to see your 
records.  We will provide you with details of the records we hold as soon as possible and at latest 
within one month, unless the request is complex.  We may require proof of identity before we are 
able to release the data. Please use the details in the “Contact us” section if you would like to 
exercise this right. 

Right to be informed 

You have the right to be informed how your personal data will be used.  This policy as well as 
any additional information or notice that is provided to you either at the time you provided your 
details, or otherwise, is intended to provide you with this information. 

Right to withdraw consent 

Where we process your data on the basis of your consent (for example, to send you marketing 
texts or e-mails) you can withdraw that consent at any time.  To do this, or to discuss this right 
further with us, please contact us using the details in the “Contact us” section. 

  



Right to object 

You also have a right to object to us processing data where we are relying on it being within our 
legitimate interests to do so (for example, to send you direct marketing by post).  To do this, or to 
discuss this right further with us, please contact us using the details in the “Contact us” section. 

Right to restrict processing 

In certain situations, you have the right to ask for processing of your personal data to be 
restricted because there is some disagreement about its accuracy or legitimate usage. 

Right of erasure 

In some cases, you have the right to be forgotten (i.e. to have your personal data deleted from 
our database). Where you have requested that we do not send you marketing materials we will 
need to keep some limited information in order to ensure that you are not contacted in the future. 

Right of rectification 

If you believe our records are inaccurate you have the right to ask for those records concerning 
you to be updated.  To update your records please get in touch with us using the details in the 
“Contact us” section. 

Right to data portability 

Where we are processing your personal data because you have given us your consent to do so, 
you have the right to request that the data is transferred from one service provider to another. 

Complaints 

If you are unhappy with the way in which we have handled your personal data, please contact 
info@mh-a.co.uk with the subject line ‘data privacy complaint’.  You are also entitled to make a 
complaint to the Information Commissioner’s Office – https://ico.org.uk.  

How will we let you know of changes to our privacy policy?  

We may update this policy from time to time without notice to you, so please check it regularly. 
We will however aim to bring any significant changes to your attention.  The privacy policy was 
last updated in May 2024. 

How to contact us 

Please contact us if you have any questions about our privacy policy or information we hold 
about you by emailing info@mh-a.co.uk. 

mailto:info@mh-a.co.uk
https://ico.org.uk/
mailto:info@mh-a.co.uk

