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IN THE DALLAS REGION (ARKANSAS, LOUISIANA, 
NEW MEXICO, OKLAHOMA, TEXAS): 

Executive Officer, Office of the 
Regional Commissioner, Room 1420, 
1200 Main Tower Building, Dallas, TX 
75202. 

IN THE KANSAS CITY REGION (IOWA, KANSAS, 
MISSOURI, NEBRASKA): 

Assistant Regional Commissioner, 
Programs Operations and Systems, 
Office of the Regional Commissioner, 
Room 436, Federal Office Building, 601 
East 12th Street, Kansas City, MO 
64106. 

IN THE DENVER REGION (COLORADO, MONTANA, 
NORTH DAKOTA, SOUTH DAKOTA, UTAH, 
WYOMING): 

Assistant Regional Commissioner, 
Management and Budget, Office of the 
Regional Commissioner, Federal Office 
Building, 1961 Stout Street, Denver, CO 
80294. 

IN THE SAN FRANCISCO REGION (AMERICAN 
SAMOA, ARIZONA, CALIFORNIA, GUAM, HAWAII, 
NEVADA, NORTHERN MARIANNA ISLANDS): 

Regional Public Affairs Officer, Office 
of the Regional Commissioner, 75 
Hawthorne St., San Francisco, CA 
94105. 

IN THE SEATTLE REGION (ALASKA, IDAHO, 
OREGON, WASHINGTON): 

Assistant Regional Commissioner, 
Field Operations, Office of the Regional 
Commissioner, MIS RX-52, 2201 Sixth 
Avenue, Seattle, WA 98121. 

NOTIFICATION PROCEDURES: 

An individual can determine if this 
system contains a record about him/her 
by writing to the system manager(s) at 
the above address and providing his/her 
name, SSN or other information that 
may be in the system of records that will 
identify him/her. An individual 
requesting notification of records in 
person should provide the same 
information, as well as provide an 
identity document, preferably with a 
photograph, such as a driver's license or 
some other means of identification. If an 
individual does not have any 
identification documents sufficient to 
establish his/her identity, the individual 
must certify in writing that he/she is the 
person claimed to be and that he/she 
understands that the knowing and 
willful request for, or acquisition of, a 
record pertaining to another individual 
under false pretenses is a criminal 
offense. 

If notification is requested by 
telephone, an individual must verify 
his/her identity by providing identifying 
information that parallels information in 
the record to which notification is being 
requested. If it is determined that the 

identifying information provided by 
telephone is insufficient, the individual 
will be required to submit a request in 
writing or in person. If an individual is 
requesting information by telephone on 
behalf of another individual, the subject 
individual must be connected with SSA 
and the requesting individual in the 
same phone call. SSA will establish the 
subject individual's identity (his/her 
name, SSN, address, date of birth and 
place of birth, along with one other 
piece of information, such as mother's 
maiden name) and ask for his/her 
consent in providing information to the 
requesting individual. 

If a request for notification is 
submitted by mail, an individual must 
include a notarized statement to SSA to 
verify his/her identity or must certify in 
the request that he/she is the person 
claimed to be and that he/she 
understands that the knowing and 
willful request for, or acquisition of, a 
record pertaining to another individual 
under false pretenses is a criminal 
offense. These procedures are in 
accordance with SSA Regulations (20 
CFR 401.40(c)). 

RECORD ACCESS PROCEDURES: 

Same as Notification procedures. 
Also, requesters should reasonably 
specify the record contents they are 
seeking. These procedures are in 
accordance with SSA Regulations (20 
CFR 401.40(c)). 

CONTESTING RECORD PROCEDURES: 

Same as Notification procedures. 
Also, requesters should reasonably 
identify the record, specify the 
information they are contesting and the 
corrective action sought, and the 
reasons for the correction, with 
supporting justification showing how 
the record is incomplete, untimely, 
inaccurate or irrelevant. These 
procedures are in accordance with SSA 
Regulations (20 CFR 401.65(a)). 

RECORD SOURCE CATEGORIES: 

Information in this system is obtained 
from congressional representatives. 

SYSTEMS EXEMPTED FROM CERTAIN PROVISIONS 

OF THE PRIVACY ACT: 

None. 

SYSTEM NUMBER: 60-Q078 

SYSTEM NAME: 

Public Inquiry Correspondence File, 
Social Security Administration, 
Regional Offices. 

SECURITY CLASSIFICATION: 

None. 

SYSTEM LOCATION: 

1. Offices of the Regional 
Commissioners, Social Security 
Administration (SSA) (see system 
manager section below for address 
information). 

2. Social Security field offices 
(consult local telephone directories for 
addresses and telephone numbers). 

3. Teleservice centers (contact the 
system manager at the address below or 
access http:! /www.socialsecurity.gov/ 
foia/bluebook/app_e.htm for the 
addresses of SSA's teleservice centers). 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Members of the public who make 
inquiries to SSA, generally regarding 
benefit information. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Copies of inquires from the public 
and replies from SSA, generally 
regarding benefit information. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

Section 205(a) of the Social Security 
Act (42 U.S.C. 405). 

PURPOSE($): 

Information is maintained in this file 
in case an inquirer requests information 
or files a formal application for benefits. 
Consequently, the information can be 
used as a filing date for benefit 
purposes. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

Disclosure may be made for routine 
uses as indicated below. However, 
disclosure of any information defined as 
"return or return information" under 26 
U.S.C. 6103 of the Internal Revenue 
Code will not be disclosed unless 
authorized by a statute, the Internal 
Revenue Service (IRS), or IRS 
regulations. 

1. To a congressional office in 
response to an inquiry from that office 
made at the request of the subject of a 
record. 

2. To the Department of the Treasury, 
Internal Revenue Service, as necessary, 
for the purpose of auditing the Social 
Security Administration's compliance 
with the safeguard provisions of the 
Internal Revenue Code of 1986, as 
amended. 

3. To Department of Justice (DOJ), a 
court or other tribunal, or another party 
before such tribunal when: 

(a) SSA, any component thereof; or 
(b) Any SSA employee in his/her 

official capacity; or 
(c) Any SSA employee in his/her 

individual capacity where DOJ (or SSA 
where it is authorized to do so) has 
agreed to represent the employee; or 
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(d) The United States or any agency 
thereof where SSA determines that the 
litigation is likely to affect the 
operations of SSA or any of its 
components, is a party to litigation or 
has an interest in such litigation, and 
SSA determines that the use of such 
records by DOJ, a court or other 
tribunal, or another party before such 
tribunal, is relevant and necessary to the 
litigation, provided, however, that in 
each case, SSA determines that such 
disclosure is compatible with the 
purpose for which the records were 
collected. 

4. To the General Services 
Administration and the National 
Archives Records Administration 
(NARA) under 44 U.S.C. 2904 and 2906, 
as amended by the NARA Act of 1984, 
information which is not restricted from 
disclosure by Federal law for the use of 
those agencies in conducting records 
management studies. 

5. To student volunteers, individuals 
working under a personal services 
contract, and other workers who 
technically do not have the status of 
Federal employees, when they are 
performing work for the Social Security 
Administration (SSA), as authorized by 
law, and they need access to personally 
identifiable information in SSA records 
in order to perform their assigned 
Agency functions. 

6. To Federal, State, and local law 
enforcement agencies and private 
security contractors, as appropriate, 
information necessary: 

(a) To enable them to protect the 
safety of Social Security Administration 
(SSA) employees and customers, the 
security of the SSA workplace and the 
operation of SSA facilities; or 

(b) To assist investigations or 
prosecutions with respect to activities 
that affect such safety and security or 
activities that disrupts the operation of 
SSA facilities. 

7. To the Secretary of Health and 
Human Services or to any State, the 
Commissioner shall disclose any record 
or information requested in writing by 
the Secretary for the purpose of 
administering any program 
administered by the Secretary, ifrecords 
or information of such type were so 
disclosed under applicable rules, 
regulations and procedures in effect 
before the date of enactment of the 
Social Security Independence and 
Program Improvements Act of 1994. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 

Records generally are maintained in 
paper form in folders in standard file 

cabinets. However, records also may be 
maintained in magnetic media (e.g., 
disc, microcomputer). 

RETRIEVABILITY: 

By name of inquirer or name of 
person about whom information is 
requested. 

SAFEGUARDS: 

Information in this system is 
restricted to Agency personnel who 
need them in the performance of their 
official duties. Access http:// 
www.socialsecurity.gov/foia/bluebook/ 
app_g.htm for additional information 
relating to SSA data security measures. 

RETENTION AND DISPOSAL: 

The records are retained for up to 3 
years and then disposed of by 
shredding. 

SYSTEM MANAGER(S) AND ADDRESS(ES): 

IN THE BOSTON REGION (CONNECTICUT, MAINE, 
MASSACHUSETIS, NEW HAMPSHIRE, RHODE 
ISLAND, VERMONT) 

Assistant Regional Commissioner, 
Field Operations, Office of the Regional 
Commissioner, Room 1900, John F. 
Kennedy Federal Building, Boston, MA 
02203-1900. 

IN THE NEW YORK REGION {NEW JERSEY, NEW 
YORK, PUERTO RICO, VIRGIN ISLANDS) 

Regional Public Affairs Office, Office 
of the Regional Commissioner, Social 
Security Administration, Room 40-100, 
26 Federal Plaza, New York, NY 10278. 

IN THE PHILADELPHIA REGION (DELAWARE, 
DISTRICT OF COLUMBIA, MARYLAND, 
PENNSYLVANIA, VIRGINIA, WEST VIRGINIA) 

Assistant Regional Commissioner, 
Programs, Office of the Regional 
Commissioner, P.O. Box 8788, Mail 
Stop 22, Philadelphia, PA 19101. 

IN THE ATLANTA REGION (ALABAMA, NORTH 
CAROLINA, SOUTH CAROLINA, FLORIDA, GEORGIA, 
KENTUCKY, MISSISSIPPI, TENNESSEE) 

Regional Commissioner's Inquiry 
Unit, Office of the Regional 
Commissioner, Social Security 
Administration, 61 Forsyth Street, NW., 
Atlanta, GA 30303. 

IN THE CHICAGO REGION (ILLINOIS, INDIANA, 
MICHIGAN, MINNESOTA, OHIO, WISCONSIN) 

Assistant Regional Commissioner, 
Programs Operations and Systems, 
Office of the Regional Commissioner, 
105 W. Adams Street, 10th Floor, 
Chicago, IL 60603. 

IN THE DALLAS REGION {ARKANSAS, LOUISIANA, 

NEW MEXICO, OKLAHOMA, TEXAS) 

Office of the Regional Commissioner, 
Social Security Administration, Room 
1440, 1200 Main Tower, Dallas, TX 
75202. 

IN THE KANSAS CITY REGION (IOWA, KANSAS, 
MISSOURI, NEBRASKA) 

Assistant Regional Commissioner, 
Programs Operations and Systems, 
Office of the Regional Commissioner, 
Room 436, Federal Office Building, 601 
East 12th Street, Kansas City, MO 
64106. 

IN THE DENVER REGION (COLORADO, MONTANA, 
NORTH DAKOTA, SOUTH DAKOTA, UTAH, 

WYOMING) 

Assistant Regional Commissioner, 
Management and Budget, Office of the 
Regional Commissioner, Federal Office 
Building, 1961 Stout Street, Denver, CO 
80294. 

IN THE SAN FRANCISCO REGION (AMERICAN 
SAMOA, ARIZONA, CALIFORNIA, GUAM, HAWAII, 
NEVADA, NORTHERN MARIANNA ISLANDS): 

Regional Communications Director, 
Office of the Regional Commissioner, 
P.O. Box 4201, Richmond, CA 94804. 

IN THE SEA TILE REGION (ALASKA, IDAHO, 
OREGON, WASHINGTON) 

Assistant Regional Commissioner, 
Field Operations, Office of the Regional 
Commissioner, MIS RX-52, 2201 Sixth 
Avenue, Seattle, WA 98121. 

NOTIFICATION PROCEDURES: 

An individual can determine if this 
system contains a record pertaining to 
him/her by contacting the most 
convenient SSA field office (FO) or by 
writing to the system manager(s) at the 
above address and providing his/her 
name, SSN or other information that 
may be in the system of records that will 
identify him/her. FO addresses and 
telephone numbers can be found in 
local telephone directories under 
"Social Security Administration," or by 
accessing http:/ /www.ssa.gov/regions/ 
regional.html. An individual requesting 
notification of records in person should 
provide the same information, as well as 
provide an identity document, 
preferably with a photograph, such as a 
driver's license or some other means of 
identification. If an individual does not 
have any identification documents 
sufficient to establish his/her identity, 
the individual must certify in writing 
that he/she is the person claimed to be 
and that he/she understands that the 
knowing and willful request for, or 
acquisition of, a record pertaining to 
another individual under false pretenses 
is a criminal offense. 

If notification is requested by 
telephone, an individual must verify 
his/her identity by providing identifying 
information that parallels information in 
the record to which notification is being 
requested. If it is determined that the 
identifying information provided by 
telephone is insufficient, the individual 
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will be required to submit a request in 
writing or in person. If an individual is 
requesting information by telephone on 
behalf of another individual, the subject 
individual must be connected with SSA 
and the requesting individual in the 
same phone call. SSA will establish the 
subject individual's identity (his/her 
name, SSN, address, date of birth and 
place of birth, along with one other 
piece of information, such as mother's 
maiden name) and ask for his/her 
consent in providing information to the 
requesting individual. 

If a request for notification is 
submitted by mail, an individual must 
include a notarized statement to SSA to 
verify his/her identity or must certify in 
the request that he/she is the person 
claimed to be and that he/she 
understands that the knowing and 
willful request for, or acquisition of, a 
record pertaining to another individual 
under false pretenses is a criminal 
offense. These procedures are in 
accordance with SSA Regulations (20 
CFR 401.40(c)). 

RECORD ACCESS PROCEDURES: 

Same as Notification procedures. 
Also, requesters should reasonably 
specify the record contents being 
sought. These procedures are in 
accordance with SSA Regulations (20 
CFR 401.40(c)). 

CONTESTING RECORD PROCEDURES: 

Same as Notification procedures. 
Also, requesters should reasonably 
identify the record, specify the 
information they are contesting and the 
corrective action sought, and the 
reasons for the correction, with 
supporting justification showing how 
the record is incomplete, untimely, 
inaccurate or irrelevant. These 
procedures are in accordance with SSA 
Regulations (20 CFR 401.65(a)). 

RECORD SOURCE CATEGORIES: 

Information is furnished by the 
inquirer and generated by SSA in 
response to inquiries. 

SYSTEMS EXEMPTED FROM CERTAIN PROVISIONS 
OF THE PRIVACY ACT: 

None. 

SYSTEM NUMBER: 6(H)090 

SYSTEM NAME: 

Master Beneficiary Record, Social 
Security Administration, Deputy 
Commissioner for Systems, Office of 
Retirement and Survivors Insurance 
Systems (ORSIS). 

SECURITY CLASSIFICATION: 

None. 

SYSTEM LOCATION: 

Social Security Administration, Office 
of Telecommunications and Systems 
Operations, 6401 Security Boulevard, 
Baltimore, MD 21235. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

All Social Security beneficiaries who 
are, or were, entitled to receive 
Retirement and Survivors Insurance 
(RSI), or Disability Insurance (DI) 
benefits, including individuals who 
have received a RSI or DI payment since 
November 1978, even if their payment 
is not part of an ongoing award of 
benefits; individuals (non-claimants) on 
whose earnings records former spouses 
apply for RSI or DI benefits; persons 
who are only enrolled in the Hospital or 
Supplementary Medical Insurance (SMI) 
programs; and claimants whose benefits 
have been denied or disallowed. 

The system also contains short 
references to records for persons 
entitled to Supplemental Security 
Income payments, black lung benefits or 
railroad retirement board benefits. 

CATEGORIES OF IN THE SYSTEM: 

The Master Beneficiary Record (MBR) 
contains information about each 
claimant who has applied for RSI or DI 
benefits, or to be enrolled in the 
Hospital or SMI programs; a record of 
the amount of Federal tax withheld on 
benefits paid to nonresident aliens; and 
the aggregate amount of benefit 
payments, repayments and reductions 
with respect to an individual in a 
calendar year. A record is maintained 
under each individual's Social Security 
number (SSN). However, if the 
individual has filed on another person's 
SSN, only a short "pointer" record is 
maintained. Personal and general data 
about the claim is maintained under the 
SSN of that claim. Data about the 
claimant can be accessed using the 
claimant's SSN or the SSN on which 
benefits have been awarded or claimed 
(claim account number (CAN)). 

There are three types of data in each 
CAN: 

Account data: This includes the 
primary insurance amount, insured 
status of the SSN holder (if no monthly 
benefits are payable), data relating to the 
computation (use of military service 
credits, railroad retirement credits, or 
coverage credits earned under the Social 
Security system of a foreign country 
when the claim is based on a 
totalization agreement), and, if only 
survivor's benefits have been paid, 
identifying data about the SSN holder 
(full name, date of birth, date of death 
and verification of date of death). 

Payment data: This includes the 
payee's name and address, data about a 
financial institution (if benefits are sent 
directly to the institution for deposit), 
the monthly payment amount, the 
amount and date of a one-time payment 
of past due benefits, and, where 
appropriate, a scheduled future 
payment. 

Beneficiary data: This includes 
personal information (name, date of 
birth, sex, date of filing, relationship to 
the SSN holder, other SSNs, benefit 
amount and payment status), and, if 
applicable, information about a 
representative payee, data about 
disability entitlement, worker's 
compensation offset data, estimates and 
report of earnings, or student 
entitlement information. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

Sections 202-205, 223, 226, 228, 
1818, 1836, and 1840 of the Social 
Security Act (42 U.S.C. 402-405, 423, 
426, 428, 1395i-2, 1395o, and 1395s). 

PURPOSES($): 

Data in this system are used by a 
broad range of Social Security 
Administration (SSA) employees for 
responding to inquiries, generating 
follow-ups on beneficiary reporting 
events, computer exception processing, 
statistical studies, conversion of 
benefits, and generating records for the 
Department of the Treasury to pay the 
correct benefit amount. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

Disclosure may be made for routine 
uses as indicated below. However, 
disclosure of any information defined as 
"return or return information" under 26 
U.S.C. 6103 of the Internal Revenue 
Code will not be disclosed unless 
authorized by a statute, the Internal 
Revenue Service (IRS), or IRS 
regulations. 

1. To applicants or claimants, 
prospective applicants or claimants 
(other than the data subject), their 
authorized representatives or 
representative payees to the extent 
necessary to pursue Social Security 
claims, and to representative payees, 
when the information pertains to 
individuals for whom they serve as 
representative payees, for the purpose of 
assisting the Social Security 
Administration in administering its 
representative payment responsibilities 
under the Act and assisting the 
representative payees in performing 
their duties as payees, including 
receiving and accounting for benefits for 
individuals for whom they serve as 
payees. 


