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In many cases of attacks or failures, memory effects play a significant role. Therefore, we present a model that not
only considers the dependencies between nodes but also incorporates the memory effects of attacks. Our research
demonstrates that the survival probability of a random node reached by a random edge surpasses the inverse of the
average degree (1/⟨k⟩), and a giant component emerges regardless of the strength of dependencies. Moreover, if the
dependency strength exceeds 1/⟨k⟩, the network experiences an abrupt collapse when an infinitesimally small fraction
of nodes is removed, irrespective of the memory effect. Our proposed model provides insights into the interplay between
dependencies between nodes, memory effects, and the network structures under attacks or failures. By considering these
factors, we can better assess the vulnerability of complex systems and develop strategies to mitigate cascading failures.

I. INTRODUCTION

Cascading failures, characterized by the propagation of
failures across interconnected components in a system, have
garnered significant interest and concern across various
domains1–3. This phenomenon has particularly raised atten-
tion in fields such as power grids, transportation networks, fi-
nancial systems, and social networks. For instance, in power
grids, the failure of a single transmission line or power plant
can generate an overload on the remaining infrastructure, trig-
gering further failures and potentially leading to widespread
blackouts4,5. Similarly, in transportation networks, a disrup-
tion such as a traffic accident or severe weather conditions
can result in congestion and delays, affecting the entire net-
work and initiating cascading failures6–8. Financial systems
are also susceptible to cascading failures, whereby the failure
of a large bank or financial institution can trigger a loss of con-
fidence, subsequently causing failures in other interconnected
entities and potentially culminating in a financial crisis9,10.
Furthermore, social networks can exhibit cascading failures
wherein the spread of misinformation or viral content can
fuel the amplification of negative behaviors or undermine trust
and cooperation, ultimately resulting in the collapse of social
dynamics11. The consequences of cascading failures are quite
severe as described above, encompassing widespread disrup-
tions, system-wide collapses, significant economic losses, and
potential threats to human safety and well-being.

Cascading failures have been extensively studied using var-
ious models that explore different potential sources for their
origin. These models aim to investigate the underlying mech-
anisms and dynamics of cascading failures. One such po-
tential source is the overload of a node or link due to load
redistribution12–15. When the load on a specific node or link
increases beyond its capacity, it can lead to its failure, sub-
sequently triggering a cascade of failures in interconnected
components. Another source of cascading failures is the pres-
ence of direct dependencies among nodes16–19. In systems
where nodes depend on one another if a particular node fails,
it can cause the failure of all nodes that depend on it. This
dependency-driven cascade can propagate through the sys-
tem, causing widespread failures. An additional source is that
the number of multifunctional neighbors surrounding a node

exceeds a threshold value, like the global cascades model,
bootstrap percolation, and k-core percolation20–22. Here, re-
searchers often assume the Markovian nature of the system.
This assumption means that the probability of a node or link
failure depends solely on the current state of the system, disre-
garding its past states or events (without memory). This sim-
plification enables the application of well-established mathe-
matical techniques and facilitates the analysis and prediction
of cascading failures.

However, real-world systems often exhibit non-Markovian
behavior. This non-Markovian property is observed in var-
ious domains, including epidemic spreading processes23–25,
diffusion processes26,27, information spreading28,29, and
synchronization30 which could be strongly related to the cas-
cading process. While the Markovian assumption simplifies
the dynamics of complex systems, it overlooks the fact that
the failure probability of a node is influenced not only by its
current state but also by its historical sequence of events lead-
ing up to the present. For example, where the recovery process
from failures depends on past states and events, making them
more resilient or vulnerable against failures31.

Thus it is crucial to introduce non-Markovian properties
into current research to gain a deeper understanding of cascad-
ing failures. To this end, we propose a model to mimic the cas-
cading failure process by introducing both node dependency
and non-Markovian effects of attacks. We assume each pair of
nodes has a dependency strength, i.e. one node’s failure would
trigger each neighborhood node with a certain probability, but
the waves of attack on every node have a memory effect. We
find that the interplay between dependency strength, memory
effects, and network structure plays a crucial role in determin-
ing the system’s phase transition types, and critical points, as
well as its robustness. Our research indicates that when the
survival probability of a random node reached by a random
edge surpasses the inverse of the average degree (1/⟨k⟩), a
giant component emerges regardless of the strength of depen-
dencies. Moreover, if the dependency strength exceeds 1/⟨k⟩,
the network experiences an abrupt collapse when an infinites-
imally small fraction of nodes is removed, irrespective of the
memory effect. Additionally, positive or negative excessive
memory effects of attacks can render the system more fragile
or robust.
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II. MODEL

A random network with N nodes is constructed in which
the degree k of each node follows the Poisson distribution

p(k) = e−⟨k⟩⟨k⟩k

k! and mean degree is ⟨k⟩. Initially, a fraction
1− p of nodes is removed from the network, where p lies be-
tween 0 and 1. We assume that each pair of connected nodes
has a basic dependence strength of α ∈ [0,1], indicating the
failure of one node can trigger the failure of the other node
with probability α . Importantly, a node’s fragility can ex-
hibit non-Markovian behavior, which implies a memory ef-
fect. This means that the fragility of a node can be influenced
not only by the current state but also by the past history of at-
tacks. Specifically, if a node successfully withstands an attack
from a dependent neighborhood node’s failure, its fragility
may either become stronger or weaker, depending on the situ-
ation. To capture both effects on the cascading failure process,
we introduce a function denoted as f (α,b,n) in our model.
Here, n represents the number of attacks, and b denotes the
degree of impact accumulated after each failed attack. A pos-
itive b indicates an increasing impact on the fragility of each
node, while a negative b implies a decreasing impact. The
function f (α,b,n) is formulated as follows

f (α,b,n) =


α +(1−α) tanh(b(n−1)) b ≥ 0,n ̸= 0,
α +α tanh(b(n−1)) b ≤ 0,n ̸= 0,
0 n = 0,

(1)
where tanh is the hyperbolic tangent function. In the case of
b ≥ 0 and n ̸= 0, the hyperbolic tangent function is employed
to progressively enhance the dependence strength from α to 1.
This adjustment signifies an increase in the node’s fragility af-
ter surviving previous attacks. Conversely, the hyperbolic tan-
gent function gradually adjusts the dependence strength from
α to 0, indicating a reduction in the node’s fragility after sur-
viving previous attacks. Lastly, when no attacks have occurred
(n = 0), the function sets the dependence strength to 0, imply-
ing no influence from failed neighbors. The process of cascad-
ing failures comes to a halt when no further nodes experience
failure and the system stabilizes.

Fig.1(a) provides a visualization of the impact of failed
neighbors on the central node in our model. Let’s consider
the sequential failure of nodes 1, 2, and 3 in a step-by-step
manner. Initially, when node 1 fails, it triggers the central
node to potentially fail with a probability α , as determined
by Eq.1. If the central node manages to survive, the pres-
ence of a memory effect or non-Markovian node dependency
becomes apparent. The memory effect arises due to the fact
that the central node’s fragility can be influenced by the pre-
vious attacks. The effect can either enhance or diminish the
central node’s fragility, depending on the value of the param-
eter b. In this case, we examine what happens when node 2
fails at the second time step. If the central node successfully
withstands the attack from the failure of node 2, the process
continues similarly. This sequential process allows us to ob-
serve the dynamics of cascading failures and how the interplay
between node failures, dependence strengths, and memory ef-

fects shapes the overall robustness of the system.

(b)(a)

n=
1

n=2
n=3

1 2 3

FIG. 1. (a) A schematic diagram illustrates the non-Markovian im-
pact of the failed neighbors on the central node; (b) The illustration
of the function f (α,b,n) with α = 0.2 for different b values.

III. RESULTS

A. The survival probability of a node

To solve the probability T̂ that a random node survives at
the end of the cascading failure process, we first introduce
an auxiliary parameter T , which represents the final survival
probability of a random node reached by a random edge.
Since a random node can survive only if none of its neigh-
bors cause it to fail, thus the probability T̂ can be expressed
as

T̂ = p∑
k

p(k)
k

∑
n=0

(
k
n

)
T k−n(1−T )n

n

∏
i=0

[1− f (α,b, i)]. (2)

Further, a random node reached by a random edge survives
only if none of the remaining neighboring nodes cause it to
fail, thus the probability T can be written as

T = p∑
k

kp(k)
⟨k⟩

k−1

∑
n=0

(
k−1

n

)
T k−n−1(1−T )n

n

∏
i=0

[1− f (α,b, i)].

(3)
We can define the following equation

h(T, p) = 0 (4)

with the function h(T, p) defined as

h(T, p)= p∑
k

kp(k)
⟨k⟩

k−1

∑
n=0

(
k−1

n

)
T k−n−1(1−T )n

n

∏
i=0

[1− f (α,b, i)]−T.

(5)
The critical point T̂ I

c and its corresponding auxiliary param-
eter T I

c for first-order phase transitions are determined by the
control parameter pI

c. Hence, we can first solve the following
equations


∂T h

(
pI

c,T
I

c

)
= 0,

h
(

pI
c,T

I
c

)
= 0.

(6)
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FIG. 2. The final fraction T̂ of survival nodes versus control param-
eter p for different α and b, where the markers represent simulation
results, and dashed lines represent theoretical predictions. (a) The
results for α = 0.1; (b) The results for α = 0.4. In the two panels,
the average degree is ⟨k⟩= 4, and a network size is N = 104.

After obtaining the values of (pI
c,T

I
c ) from the previous

equations, we can plug them into Eq.2 to calculate the crit-
ical order parameter T̂ I

c .
Assuming that initially no nodes are removed (pI

c = 1) and
the system remains intact (T I

c = 1), we can determine the crit-
ical value of the dependency strength αc by analyzing the be-
havior of ∂T h(1,1). By observing that ∂T h(1,1) = 0, we can
determine the critical value αc at which the system undergoes
a phase transition or critical point. Since the degree follows
Poisson distribution, by plugging (pI

c,T
I

c ) = (1,1) into Eq.6,
we can get

αc =
1
⟨k⟩

. (7)

On the one hand, when α > αc, and at least one node is re-
moved initially, a first-order phase transition will always occur
regardless of the value of b (see Fig.2(b)). This implies that
the system will undergo a sudden and significant change from
T̂c1 to T̂c2 as p varies from 0 to 1.

A special case is when b tends to −∞, the node becomes
completely resilient against subsequent attacks. In this case,
Eq.3 simplifies to

T = p(α ∑
k

kp(k)
⟨k⟩

T k−1 +1−α). (8)

Thus, when p = 1, the upper bound of T̂c1 will be approxi-
mately 0.74.

On the other hand, when α < αc, a smaller value of b (e.g.
b = 0.2) can compensate the attacks from the dependency
strength to some extent to avoid abrupt collapse of the system,
i.e. leading to a continuous increase in the final fraction T̂ of
surviving nodes as the initial removal fraction p varies from
0 to 1 (see Fig.2(a)). This behavior can be also confirmed by
the curve of h(T ) with b = 0.2 in Fig.3(a). However, when b

surpasses a critical value (e.g. b = 0.6), the system becomes
more vulnerable to sudden collapse from Tc2 to Tc1 at a critical
value of pc ≈ 0.9623 as p decreases from 1 to 0 (confirmed
by Fig.3(b)).

Another special case is when b approaches +∞, only the
strength of the first wave of attack is α , while the strengths of
subsequent attacks are fixed at 1. In this case, the critical value
of pc increases to approximately 0.983, and the corresponding
value of T̂c1 is around 0.122.
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FIG. 3. The function h(T ) for random graphs with different values
of p, where the black dots on the horizontal axis are the solutions of
h(T ) = 0. (a) The results for ⟨k⟩= 4, α = 0.1, and b = 0.2; (b) The
results for ⟨k⟩= 4, α = 0.1, and b = 0.6; (c) The results for ⟨k⟩= 4,
α = 0.4, and b =−0.2.

B. The size of the giant component

To address the fraction S of nodes in the final giant compo-
nent, we introduce an auxiliary variable R, which represents
the probability of a random node reached by a random edge
being not connected to the giant component. Thus the proba-
bility R can be expressed as

R = 1−T +T ∑
k

kp(k)
⟨k⟩

Rk−1. (9)

Thus the order parameter S can be given by

S = T̂ ∑
k

p(k)(1−Rk). (10)

Since the nodes in the giant component are part of the sur-
viving nodes, the drastic change of T̂ will also lead to a sud-
den variation in S at the changing point. On the one hand, for a
lower value of α and b, the abrupt change of T̂ does not exist,
and the system exhibits a single second-order phase transition
(see Fig.4(a)).

We can define the following equation

g(R,T ) = 0 (11)

with the function g(R,T ) defined as

g(R,T ) = 1−T +T ∑
k

kp(k)
⟨k⟩

Rk−1 −R. (12)

The critical point SII
c and its corresponding auxiliary param-

eter R for second-order phase transitions are determined by
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FIG. 4. The final relative size S of the giant component as a func-
tion of the node reserving probability p for α = 0.1 and α = 0.4,
respectively. The network size is N = 104 and ⟨k⟩= 4. The markers
represent simulation results, and the dashed lines represent theoreti-
cal predictions.

the control parameter pII
c . Since the trivial solution of Eq.11

is R = 1, the critical point T II
c of a second-order phase transi-

tion satisfies the following equation

∂T g(1,T II
c ) = 0. (13)

Thus we could have

T II
c =

1
⟨k⟩

. (14)

By Eq.2, the critical control parameter pII
c in second-order

phase transition can be given as

pII
c =

T II
c

∑
k

kp(k)
⟨k⟩

k−1
∑

n=0

(k−1
n

)
(T II

c )k−n−1(1−T II
c )n

n
∏
i=0

[1− f (α,b, i)]
.

(15)
On the other hand, as b increases, a first-order phase tran-

sition with a critical value of SI
c at pI

c occurs (see Fig.4(b)).
This situation can be further divided into two cases. One is
that a double phase transition, i.e. a second-order and a first-
order phase transition, will occur successively if the value of
Tc1 is greater than the critical value of T II

c that ensures the
emergence of the giant component. The other case is that as b
is quite large, Tc1 is less than T II

c and the second-order phase
transition disappears.

C. The robustness of the system

It has been observed that both α and b play significant roles
in determining the behavior of phase transitions and the ro-
bustness of the network.

When α is smaller than 1/⟨k⟩, as exemplified by α = 0.1,
the system exhibits a continuous emergence of the giant com-
ponent in the region II. Increasing b within the (I, II) region

leads to a double-phase transition, where the system first un-
dergoes a second-order phase transition followed by a first-
order phase transition. In region I, only a single first-order
phase transition is observed, and the corresponding pI

c gradu-
ally increases with higher values of b (see Fig.5(a)). On the
other hand, when α = 1/⟨k⟩ = 0.25, the system undergoes a
first-order phase transition precisely at pI

c = 1 in both regions
(I, II) and I (see Fig.5(b)). In the case of α being greater
than 1/⟨k⟩, for instance, α = 0.4, two distinct regions are ob-
served: the double-phase transition region (I, II) and the first-
order phase transition region I. Irrespective of the value of b,
a first-order phase transition occurs at pI

c = 1 (see Fig.5(c)).
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FIG. 5. The theoretical results for the phase transition point pc as
functions of b. (a-c) These show that the phase transition point pI

c or
pII

c versus b for α = 0.1, α = 0.25 and α = 0.4, respectively. The
mean degree of the network is ⟨k⟩= 4 for the three panels.

Furthermore, when b = 0, the behavior of the system is
influenced by α . For α values smaller than 1/⟨k⟩ = 0.25,
the giant component emerges continuously as the percolation
threshold is crossed. However, as α increases, reaching ap-
proximately 0.462, the system undergoes a double-phase tran-
sition in the region (I, II). Beyond this threshold, the second-
order phase transition disappears, and the system transfers to a
single first-order phase transition in the region I (see Fig.6(a)).
When b > 0, such as b = 0.4, the critical point αc decreases
to approximately 0.115. Further increasing α to around 0.276
within region (I, II) leads to a double-phase transition, which
then transfers to a single first-order phase transition in the re-
gion I (see Fig.6(b)).
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FIG. 6. The theoretical results for the phase transition point pc as
functions of α . (a-b) These show that the phase transition point pI

c or
pII

c versus α for b = 0 and b = 0.4. The mean degree of the network
is ⟨k⟩= 4 for the two panels.
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IV. DISCUSSION AND CONCLUSION

The purpose of this paper is to investigate cascading fail-
ures in complex networks, focusing on the dependencies be-
tween nodes and memory effects. A model is proposed to
simulate cascading failures with non-Markovian node depen-
dencies, where a node’s failure probability depends on both
its current state and past attack history. The study combines
theoretical analysis and numerical simulations to explore the
influence of dependency strength, memory effects, and net-
work structure on cascading failures. Different types of phase
transitions and conditions for system robustness are identified.

The paper uncovers subtle relationships between depen-
dency strength, memory effects, and network structure, and
their impact on system phase transitions and stability. The
findings reveal that when the dependency strength exceeds
the inverse of the average degree, the system undergoes sud-
den collapse even with the removal of an infinitesimally small
fraction of nodes, irrespective of the memory effect. When the
dependency strength is below the inverse of the average de-
gree, a smaller memory effect can partially offset the negative
impact of dependency strength, resulting in a gradual increase
in the fraction of surviving nodes. However, exceeding a criti-
cal threshold, a larger memory effect renders the system more
vulnerable, leading to abrupt collapse. The paper also inves-
tigates the influence of network structure on phase transition
types and critical points, providing theoretical analyses.

Moreover, the study suggests the potential use of mem-
ory effects to strengthen or weaken dependencies between
nodes, thus enhancing network robustness. The authors pro-
pose memory effects as an adaptive regulation mechanism,
enabling nodes to adjust their response to neighboring node
failures following attacks. Positive memory effects increase
dependencies, making nodes more susceptible to neighboring
node failures, while negative memory effects reduce depen-
dencies, enhancing node resilience. By appropriately design-
ing and adjusting memory effects, networks can exhibit im-
proved robustness and adaptability in the face of attacks or
failures.

In conclusion, this paper has significant implications for
assessing and managing risks and vulnerabilities in complex
systems. It also raises intriguing avenues for future research,
such as considering different types or directions of dependen-
cies, networks with diverse distributions or topological struc-
tures, and dynamic or adaptive memory effects. These in-
vestigations can further enrich the theoretical framework and
broaden the application domains of cascading failures, pro-
viding valuable insights for ensuring the stability and security
of complex networks.
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