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1. Introduction

NAYM is the governance token of the Nayms marketplace. Any purchase of NAYM, access to and use of
the staking, rewards and governance services made available to NAYM token holders by NAYM Systems
Limited or NAYM Token Foundation may involve the processing of your personal information.

Please read this privacy policy carefully as it contains important information on why we collect, store, use
and share your personal information. It also explains your rights in relation to your personal information
and how to contact us in the event you have a complaint.

We may not be the party who initially collected your personal information—please see Section 4. How
your personal information is collected below for more information about how you can identify who
initially collected your personal information.

If you provide personal information to us regarding other individuals, you agree: (a) to inform the
individual about the content of this privacy policy; and (b) to obtain any legally-required consent for use
of personal information about the individual in accordance with this privacy policy.

2. Key terms

Personal information means any information relating to an identified or
identifiable individual

We, us, our means:

NAYM Systems Limited a private limited company
incorporated in the British Virgin Islands with
company number 2146249 whose registered
office is at Rodus Building, P.O. Box 3093, Road
Town, Tortola, VG1110, British Virgin Islands; and

NAYM Token Foundation an exempted limited
guarantee foundation company incorporated in
the Cayman Islands with company number
407854 whose registered office is at 3119 9
Forum Lane, Camana Bay, George Town, Grand
Cayman, KY1-9006 Cayman Islands

You, your means the individual to whom the personal
information relates.

3. Personal information we collect about you

The personal information we collect about you depends on the particular services we provide to you or
which otherwise concern you. We may collect and use the following personal information about you:
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General data includes your name, date of birth, marital status,
country of residence/citizenship and your
relationships to other people

Contact data includes your address, telephone number and
e-mail address

Identification data includes government issued identification
numbers e.g. your national insurance number,
passport number, driving licence number and
other identifiers

Fraud and sanctions related data includes information obtained as a result of our
investigations, e.g. carrying out checks of publicly
available sources and information obtained from
checks of fraud databases and sanctions lists such
as relationships/close associations with politically
exposed persons

Education and employment-related data includes your education, vocational and
professional qualifications, employment status,
job title, employment and educational history,
disciplinary/grievance history and investigations
into professional conduct and compliance with
professional standards

Financial data includes credit and payment card numbers, bank
or crypto asset account details, payment
information, tax information, details of income
and assets including digital assets

Credit assessment data includes information received from credit
agencies

Authentication data includes account log-in information, passwords
and memorable data for accessing our services

Telephone recordings and online chat transcripts includes information obtained during recordings
of telephone calls or online chats with our
representatives

Marketing and communication preferences,
promotion entries and customer feedback

includes marketing and communication
preferences, information relating to promotions,
responses to surveys, complaints and details of
your customer experience
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Device data includes mobile device number, device type,
operating system, browser, MAC address, IP
address, location and account activity obtained
through our use of cookies

Criminal data includes details of criminal convictions

We collect and use this personal information for the purposes described in Section 5. How and why we
use your personal information below. If you do not provide personal information we ask for, it may delay
or prevent us from providing services to you or which otherwise concern you.

4. How your personal information is collected

We collect personal information directly from you—in person, by email and/or via our website and
platforms. However, we may also collect information from:

● third parties who provide you with services relating to NAYM;
● credit reference agencies;
● financial crime or fraud agencies, databases and sanctions lists;
● government agencies and regulatory bodies including the police and the courts;
● third parties who provide us with details of individuals who have expressed an interest in hearing

about NAYM;
● third parties that help us maintain the accuracy of our data;
● other third party suppliers including sanctions checking service providers;
● data suppliers;
● publicly available sources including internet searches, news articles, online marketplaces and social

media sites, apps and networks;
● providers of marketing and advertising services; and
● third parties in connection with any acquisition of a business by us.

5. How and why we use your personal information

Under data protection law we can only use your personal information if we have a lawful basis,
including:

● to comply with our legal and regulatory obligations;
● for the performance of a contract with you or to take steps at your request before entering into a

contract;
● for our legitimate interests or those of a third party; or
● where you have given consent.

A legitimate interest is when we have a business or commercial reason to use your personal information,
so long as this is not overridden by your own rights and interests.
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The table below explains what we use your personal information for and why.

What we use your personal information for Our reasons and lawful basis

Communicating with you and others To perform our contract with you or to take steps
at your request before entering into a contract

For our legitimate interests

Compliance with a legal/regulatory obligation

Providing services to you To perform our contract with you or to take steps
at your request before entering into a contract

For our legitimate interests

Evaluating applications to buy NAYM or use our
services

To take steps at your request before entering into
a contract

For our legitimate interests

Taking payment To perform our contract with you or to take steps
at your request before entering into a contract

For our legitimate interests

Compliance with a legal/regulatory obligation

Managing third party relationships To perform our contract with you or to take steps
at your request before entering into a contract

For our legitimate interests

Preventing and detecting fraud against you or us For our legitimate interest

Compliance with a legal/regulatory obligation

Conducting checks to identify our customers and
verify their identity

Screening for financial and other sanctions or
embargoes

Other activities necessary to comply with legal
and regulatory obligations that apply to our

For our legitimate interests

Compliance with a legal/regulatory obligation
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business

To enforce legal rights or defend or undertake
legal proceedings

Depending on the circumstances:
- to comply with our legal and regulatory

obligations;
- in other cases, for our legitimate

interests, i.e. to protect our business,
interests and rights

Gathering and providing information required by
or relating to audits, enquiries or investigations by
regulatory bodies

Compliance with a legal/regulatory obligation

Ensuring business policies are adhered to, e.g.
policies covering security

For our legitimate interests, i.e. to make sure we
are following our own internal procedures so we
can deliver the best service

Operational reasons, such as improving efficiency,
training and quality control

For our legitimate interests, i.e. to be as efficient
as we can so we can deliver the best service

Ensuring the confidentiality of commercially
sensitive information

Depending on the circumstances:
- for our legitimate interests, i.e. to protect

trade secrets and other commercially
valuable information;

- to comply with our legal and regulatory
obligations

Statistical analysis to help us manage our
business, e.g. in relation to our financial
performance, customer base, service
performance or other efficiency measures

For our legitimate interests, i.e. to be as efficient
as we can so we can deliver the best service

Preventing unauthorised access and
modifications to systems

Depending on the circumstances:
- for our legitimate interests, i.e. to prevent

and detect criminal activity that could be
damaging for you and/or us;

- to comply with our legal and regulatory
obligations

Protecting the security of systems and data used
to provide the services

To comply with our legal and regulatory
obligations.

We may also use your personal information to
ensure the security of systems and data to a
standard that goes beyond our legal obligations,
and in those cases our reasons are for our
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legitimate interests, i.e. to protect systems and
data and to prevent and detect criminal activity
that could be damaging for you and/or us

Updating and enhancing customer records Depending on the circumstances:
- to perform our contract with you or to

take steps at your request before entering
into a contract;

- to comply with our legal and regulatory
obligations;

- for our legitimate interests, e.g. making
sure that we can keep in touch with our
customers about our services

Statutory returns Compliance with a legal/regulatory obligation

Ensuring safe working practices, staff
administration and assessments

Depending on the circumstances:
- to comply with our legal and regulatory

obligations;
- for our legitimate interests, e.g. to make

sure we are following our own internal
procedures and working efficiently so we
can deliver the best service to you

Marketing our services and those of selected
third parties to:

- existing and former customers;
- third parties who have previously

expressed an interest in our services;
- third parties with whom we have had no

previous dealings

For our legitimate interests, i.e. to promote our
business to existing and former customers

To share your personal information with members
of our group and third parties that will or may
take control or ownership of some or all of our
business (and professional advisors acting on our
or their behalf) in connection with a significant
corporate transaction or restructuring, including a
merger, acquisition, asset sale, initial public
offering or in the event of our insolvency.

In such cases information will be anonymised
where possible and only shared where necessary

Depending on the circumstances:
- to comply with our legal and regulatory

obligations;
- in other cases, for our legitimate

interests, i.e. to protect, realise or grow
the value in our business and assets
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6. Whom we share your personal information with

In connection with Section 5. How and why we use your personal information above we will sometimes
share your personal information with third parties including:

● third parties who provide you or us with services relating to NAYM;
● legal advisers, accountants, auditors, financial institutions and professional service firms who act on

our or your behalf;
● data analysts and providers of data services who support us with developing our services and

measuring the effectiveness of marketing;
● third parties that help us maintain the accuracy of our data;
● financial crime detection agencies, sanctions checking providers and third parties who maintain

fraud detection databases or provide assistance with investigation in cases of suspected fraud;
● government agencies and regulatory bodies including the police;
● credit reference agencies;
● service providers, including those who help operate our IT and back office systems, our information

security controls, and card payment processors;
● research agencies and providers of market research services, including customer feedback surveys;
● providers of marketing and advertising services, including delivering and administering marketing,

ensuring you receive marketing content that’s relevant to you and in accordance with your
preferences and analysing marketing campaigns. These may include media agencies, fulfilment
partners, social media and other online platforms and advertising technology companies. You can
find further information about this in Section 9. Marketing below;

● third parties in connection with any sale, transfer or disposal of our business.

If you would like more information about whom we share our data with and why, please contact us (see
Section 16. How to contact us below).

7. Where your personal information is held

Personal information may be held at our offices and those of our third party agencies, service providers
and representatives as described above in Section 6. Whom we share your personal information with.

Some of these third parties may be based outside of BVI and Cayman. For more information, including
on how we safeguard your personal information when this happens, see below - Section 10. Transferring
your personal information internationally.

8. How long your personal information will be kept

We will not keep your personal information for longer than we need it for the purposes explained in this
privacy policy.
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We also keep records—which may include personal information—to meet legal, regulatory, tax or
accounting needs. For example, we are required to retain an accurate record of your dealings with us so
we can respond to any complaints or challenges you or others might raise later. We will also retain files if
we reasonably believe there is a prospect of litigation. The specific retention period for your personal
information will depend on your relationship with us and the reasons we hold your personal information.

If you would like more information about data retention, please contact us (see Section 16. How to
contact us below).

9. Marketing

We will use your personal information to send you updates about our services, including exclusive offers,
promotions or new services.

We have a legitimate interest in using your personal information for marketing purposes (see Section 5.
How and why we use your personal information above). This means we do not usually need your
consent to send you marketing information. If we change our marketing approach in the future so that
consent is needed, we will ask for this separately and clearly.

You have the right to opt out of receiving marketing communications at any time by:

● contacting us (see Section 16. How to contact us below); or
● using the ‘unsubscribe’ link in emails.

We may ask you to confirm or update your marketing preferences if you ask us to provide further
services in the future, or if there are changes in the law, regulation, or the structure of our business.

10. Transferring your personal information internationally

Countries have different data protection laws, some of which may provide lower levels of protection of
privacy than the country in which you reside.

It is sometimes necessary for us to transfer your personal information internationally. In those cases we
will comply with applicable laws designed to ensure the privacy of your personal information.

This might include transfers to countries that are recognised to provide adequate levels of data
protection for your personal information or putting appropriate contractual obligations in place with the
party to whom we are sending information.

11. Your rights

You have the following rights, which you can exercise free of charge:

Access The right to be provided with a copy of your
personal information
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Rectification The right to require us to correct any mistakes in
your personal information

Erasure The right to require us to delete your personal
information in certain situations

Restriction of processing The right to require us to restrict processing of
your personal information in certain
circumstances, e.g. if you contest the accuracy of
the data

Data portability The right to receive the personal information you
provided to us, in a structured, commonly used
and machine-readable format and/or transmit
that data to a third party in certain situations

To object The right to object:
- at any time to your personal information

being processed for direct marketing
(including profiling);

- in certain other situations to our
continued processing of your personal
information, e.g. processing carried out
for the purpose of our legitimate interests
unless there are compelling legitimate
grounds for the processing to continue or
the processing is required for the
establishment, exercise or defence of
legal claims

Not to be subject to automated individual
decision making

The right not to be subject to a decision based
solely on automated processing (including
profiling) that produces legal effects concerning
you or similarly significantly affects you.

This right does not apply if the decision is:
- necessary for the purposes of a contract

between us and you;
- authorised by law (e.g. to prevent fraud);

or
- based on your explicit consent.

You do however have a right to request human
intervention, express your view and challenge the
decision.

10



NAYM Website Privacy Policy Version 1

The right to withdraw consent If you have provided us with a consent to use
your personal information you have a right to
withdraw that consent easily at any time.

Withdrawing a consent will not affect the
lawfulness of our use of your personal
information in reliance on that consent before it
was withdrawn.

We may not always be able to do what you have asked. This is because your rights will not always apply,
e.g. if it would impact the duty of confidentiality we owe to others, or if the law allows us to deal with
your personal information in a different way. We will always explain to you how we are dealing with your
request. In some circumstances (such as the right to erasure or withdrawal of consent), exercising a right
might mean that we can no longer provide our services to you.

If you would like to exercise any of the rights set out above, please contact us (see Section 16. How to
contact us below).

12. Keeping your personal information secure

We have appropriate security measures to prevent personal information from being accidentally lost, or
used or accessed unlawfully. We limit access to your personal information to those who have a genuine
business need to access it. Those processing your personal information will do so only in an authorised
manner and are subject to a duty of confidentiality.

We also have procedures to deal with any suspected data security breach. We will notify you and any
applicable regulator of a suspected data security breach where we are legally required to do so.

13. Cookies

We use cookies and similar tracking technologies to track the activity on our website and platforms.

Cookies are files with a small amount of data which may include an anonymous unique identifier.
Cookies are sent to your browser from a website and stored on your device. Other tracking technologies
are also used such as beacons, tags and scripts to collect and track information and to improve and
analyse our services.

You can instruct your browser to refuse all cookies or to indicate when a cookie is being sent. However, if
you do not accept cookies, you may not be able to use some of our services.

Examples of cookies we use include:

● session cookies: we use session cookies in the operation of our services;
● preference cookies: we use preference cookies to remember your preferences and various settings;
● security cookies: we use security cookies for security purposes;
● advertising cookies: we use advertising cookies to provide advertisements that may be relevant to

you and your interests.
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14. How to complain

Please contact us if you have any queries or concerns about our use of your personal information (see
Section 16. How to contact us below). We hope we will be able to resolve any issues you may have.

You may also have a right to lodge a complaint with the applicable regulatory bodies for personal
information in BVI and Cayman.

15. Changes to this privacy policy

This privacy policy was last updated on 16 May 2024.

We may change this privacy policy from time to time and so please check our website for the current
version.

16. How to contact us

If you have any questions about this privacy policy, the information we hold about you, to exercise a right
under data protection law or to make a complaint, please contact privacy@nayms.com.
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