
 

From: Matt Wilde <mattwilde@boisestate.edu> 
Sent: Wednesday, April 26, 2023 4:09 PM
To: Jenifer Marcus <jenifer.marcus@osbe.idaho.gov>
Cc: Consumer Protection Mailbox <consumer_protection@ag.idaho.gov>
Subject: Notice of Cybersecurity Incident
 

Dear Deputy Attorney General Marcus: 

Boise State University writes to inform you and the Attorney
General's Office that on Tuesday, April 25, 2023, the University
became aware of a cybersecurity incident.  At this time, we do
not have information to indicate a breach of the University's
system as defined by Idaho Code § 28-51-104.  Nevertheless,
we provide this notice out of an abundance of caution.

The incident appears to involve University files that were
inadvertently publicly accessible for an undefined period of
time.  A selection of impacted files appear to include name and
personal identifying numbers.  The University is actively
investigating the matter and has taken measures to address
and contain the incident, including immediately prohibiting
access to the impacted files.  

We will update you once the investigation is complete.

Please contact me if you have any questions.



Matthew K. Wilde
General Counsel
Boise State University
 
Office of the General Counsel
Boise State University
1910 University Drive
Boise, ID 83725-1002
 
Physical: Administration Building, Room 214
 
Work: 208.426.1203
Fax: 208.426.1345
mattwilde@boisestate.edu
 
CONFIDENTIALITY NOTICE: This e-mail and any attachments may contain confidential or privileged information. If
you are not the intended recipient, you are NOT authorized to use or distribute any information included in this e-mail
or its attachments.  If you receive this e-mail in error, please delete it from your system and contact the sender.
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